兰州大学学生防范电信网络诈骗倡议书

当前，电信网络诈骗手段不断升级，诈骗伎俩不断变化，诈骗分子针对学生实施精准诈骗，令人防不胜防，学生财产安全和其他合法权益时刻面临威胁和不法侵害。为遏制电信网络诈骗犯罪发展蔓延，切实提高学生防范诈骗意识，教育和引导学生树立自觉抵制电信网络诈骗的安全观念，尽力避免财产安全受到损失。

**学校倡议全体同学：**自觉接受防范诈骗教育，谨记防诈要领，如若发现涉嫌诈骗信息，及时向学院及保卫部门反馈，第一时间报警。**学生做到如下:**

1.提高防范意识，自觉主动学习防诈骗的相关知识，增强识别和防范能力,不给犯罪分子可乘之机。

2.妥善保管好个人的身份信息、银行账户信息、手机号码、手机验证码等，决不泄露给他人。

3.任何陌生的二维码、网页链接坚决不点，尤其是要求填写个人信息的链接网站。

4.网络购物要通过正规渠道购买,如遇问题也要通过电商平台寻求商家及客服解决。牢记网购客服、快递主动联系退款都是诈骗。

5.如有贷款需求，一定要通过正规的贷款渠道进行操作，不在网络中寻找贷款途径。牢记网络贷款要求先交钱的都是诈骗。

6.不参与任何形式的网络兼职刷单，不因贪小利而受不法分子或者违法信息的诱惑。牢记天上不会掉馅饼，网络刷单本身属违法行为且都是诈骗。

7.不轻信任何形式的低投入、高回报的网络理财投资平台，树立正确的金钱观。牢记网友推荐投资、炒股、博彩都是诈骗。

8.保持健康的上网、交友心态，做到文明上网、洁身自爱，避免陷入“桃色陷阱”。

9.转账汇款前先电话核实对方身份，不轻易相信微信、QQ信息中的转账借款信息，绝不向陌生账户转账和汇款，保护自身资金安全。牢记公检法纪监委要求汇款到“安全账户”的，都是诈骗。

10.接到陌生电话、短信或不良信息，主动向属地公安机关或学校保卫部门举报，并带动身边同学知晓电信网络诈骗的危害，远离和杜绝参与电信网络诈骗活动。

11.确保实习、兼职单位的正规合法性，切忌急于找兼职，误入传销陷阱。

12.通过正规渠道订、退票并咨询相关问题。

我已学习上述内容，并会在日常学习生活中增强安全意识，提高反诈能力，保护个人财产安全。

学生：

所在课题组： 学院：化学化工学院

2021年 月 日

注：此倡议书双面打印，由学院妥善留存。